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Sammanfattning

GDPR, eller dataskyddsforordningen, syftar till att skydda individers grundlaggande
rattigheter och friheter, med sarskilt fokus pa ratten till skydd av personuppgifter. |
Stockholms stad &r varje namnd och styrelse ansvarig for personuppgiftsbehandlingar som
sker i den egna verksamheten. Ett dataskyddsombud har i uppdrag att oberoende granska
verksamhetens efterlevnad av dataskyddsférordningen. | denna rapport redovisar
dataskyddsombudet arets granskning av Kulturhuset Stadsteaterns dataskyddsarbete samt
lamnar rekommendationer pa atgarder for att ytterligare starka dataskyddet.

| rapporten konstateras att KHST bedriver ett dataskyddsarbete som haller god niva och som
kontinuerligt utvecklas men att vissa forbattringsomraden finns. Ett av dessa
forbattringsomraden &r aven detta ar verksamhetens kunskap gallande
personuppgiftsincidenter som bedéms vara bristfallig, vilket mest troligt forklarar den laga
frekvensen av inrapporterade personuppgiftsincidenter. Overlag forbattras emellertid
dataskyddsarbetet I6pande och i ar har forbattringar skett inom arbetet med
konsekvensbedémningar.

Den samlade risknivan beddms som acceptabel.

De storsta riskerna enligt dataskyddsombudets bedémning

Fraga/kontroll Risk Rekommenderad atgard/atgarder

Kunskap kring O Fortsatt med de riktade utbildningarna for att sakerstélla
incidenter en tillracklig kunskapsniva.

Hantering av Gor stickkontroller hos kundtjanst for att sakerstélla att
registrerades rattigheter hanteringen ar korrekt.

Personuppgiftsberoende O Utveckla en dataskyddsorganisation dar verksamheten
tar storre ansvar.
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Inledning

GDPR, eller dataskyddsforordningen, syftar till att skydda individers grundlaggande
rattigheter och friheter, med séarskilt fokus pa ratten till skydd av personuppgifter.
Dataskyddsreglerna (kallas GDPR fortsattningsvis) satter tydliga ramar for hur
personuppgifter far behandlas for att minimera risken for skada och sakerstalla att hanteringen
sker ansvarsfullt och rattvist. GDPR har sin grund i de ménskliga rattigheterna, dar varje
individ har réatt till respekt for sitt privat- och familjeliv samt skydd av sina personuppgifter.

| Stockholms stad &r varje namnd och styrelse ansvarig for personuppgiftsbehandlingar som
sker i den egna verksamheten.

Dataskyddsombudets uppagift

Varje personuppgiftsansvarig (namnd eller styrelse) ska utse ett dataskyddsombud.
Dataskyddsombudets uppgifter framgar direkt av lagstiftningen. Ombudets roll &r att
kontrollera att GDPR f6ljs inom organisationen. Det innebar bland annat att ge rad,
rekommendationer och informera om fragor som rér behandlingar av personuppgifter.
Dataskyddsombudet har dven i uppdrag att oberoende granska verksamheternas arbete med
dataskyddsfragor for att sékerstalla att dataskyddslagstiftningen efterlevs. DSO ska rapportera
direkt till hogsta forvaltnings-/bolagsniva. | Stockholms stad innebar det att
dataskyddsombudet rapporterar till ndmnder och styrelser.

Dataskyddsombudet lamnar arligen en rapport om verksamhetens dataskyddsarbete till varje
namnd och styrelse. Genom rapporten kan namnd och styrelse ta emot de rad och
rekommendationer som dataskyddsombudet ldmnar. Arsrapporten syftar till att
namnd/styrelse ska kunna fatta beslut om prioriteringar, resurser och initiativ framat.
Arsrapporten &r ett medel for namnds/styrelsens uppféljning och styrning av verksamhetens
systematiska integritets- och dataskyddsarbete.



Granskning av dataskyddsarbetet 2025

Kontroll av obligatoriska omraden

Dataskyddsombudet har granskat verksamhetens dataskyddsarbete utifran sex obligatoriska
omraden. De sex omradena har identifierats genom en analys av kraven i GDPR om hur
verksamheter bor arbeta systematiskt med dataskydd. Varje omrade innehaller ett antal
kontrollfragor som ger en bild av verksamhetens dataskyddsarbete. Dessa omraden
overensstdammer med de delar som enligt Integritetsskyddsmyndigheten (IMY) utgdr grunden
for en verksamhets systematiska och rattssakra hantering av personuppgifter.

| rapporten anvands en riskmodell med fyra nivaer av risk. Modellen hjélper
dataskyddsombudet att visa vilken bedémning hen gor av verksamhetens dataskyddsrisker
utifran de iakttagelser som gjorts i granskningen.

Riskniva Beskrivning

Hog risk lakttagelsen avser en brist som kan leda till betydande risker for de
registrerades rattigheter och friheter. Bristen kraver omgaende atgard och

‘ korrigering.

Medelhdg risk lakttagelsen avser en brist som kan leda till risker for de registrerades
rattigheter och friheter. Bristen bor atgardas skyndsamt, men kraver inte
O omedelbar korrigering.
Lag risk lakttagelsen avser en brist som kan leda till mindre risker for de registrerades

rattigheter och friheter. Bristen bor atgardas, men kraver inte omedelbar

O korrigering.

Inget att anmarka

O Dataskyddsombudet har inga brister att rapportera avseende denna del.

Notera att risken for att tilldelas en sanktion vid tillsyn &r storre desto hogre risken ar.



Resultatsammanstéllning och centrala iakttagelser inom
dataskyddsarbetet

| detta avsnitt presenteras en sammanstallning av den bedomda risknivan for verksamhetens
dataskyddsarbete, grundat pa kontrollfragorna inom de sex obligatoriska omradena. Vidare
redovisas dataskyddsombudets centrala iakttagelser, inklusive omraden dar verksamheten
uppvisar goda resultat och bor uppratthalla sitt arbete, samt identifierade brister som kan
utgora dataskyddsrisker. Avsnittet innehaller dven dataskyddsombudets rekommenderade
atgarder for att hantera dessa risker och starka dataskyddsarbetet.

En fullstandig redovisning av dataskyddsombudets underlag och resultat fran granskningen av
de sex obligatoriska omradena finns att lasa i bilaga 1. Bilagan innehaller dven en beskrivning
av syftet och bakgrunden for varje omrade.

Register dver personuppgiftsbehandlingar

Antal behandlingar bedéms rimliga och spegla de behandlingar som sker i verksamheten. Rutiner
finns for att halla registret uppdaterat. Pa det stora hela haller registret och hanteringen av det en bra
niva. Verksamheten bor dock ta ett storre ansvar for hanteringen.

Bedomning av riskniva och rekommendationer fran dataskyddsombudet

Fraga/kontroll Risk Rekommendationer

Antal behandlingar som &r O 76 behandlingar &r registrerade.
registrerade?

Har verksamheten O Rutiner finns som ar andamalsenliga.
andamalsenliga rutiner for att

registrera nya/férandrade

behandlingar?

Registreras/uppdateras O Rutiner finns men bedémningen &r att
behandlingar i den omfattning verksamheten inte ar tillrackligt medveten om
som krévs for att registret ska kraven, vilket innebdr att registrering och

uppdatering till stor del skots av
dataskyddssamordnare och
informationssakerhetssamordnare.
Rekommendationen &r att ledningen klargor
ansvaret for verksamheten inom detta omrade.

innehalla de behandlingar som
personuppgiftsansvarig utfor?



Har de uppgifter som ar
obligatoriska enligt artikel 30
besvarats kopplat till de
registrerade behandlingarna?

Sakerhet i samband med behandlingen

Sammanfattning

O

De har i stor utstrdckning besvarats men
informationen anses i vissa fall inte vara
korrekt vad galler angivande av réttslig grund.
Rekommendationen &r att forbattra kvalitén pa
innehallet i registreringarna

Det finns andamalsenliga styrdokument pa plats och arbetet med informationssékerhet haller
en bra niva utifran verksamhetens behov.

Bedomning av riskniva och rekommendationer fran dataskyddsombudet

Fraga/kontroll

Efter ett antal stickprov pa
genomforda
informationsklassningar,
bedémer DSO att resultatet i
genomforda
informationsklassningar i
tillracklig utstrackning tar hansyn
till olika kategorier av
personuppgifter?

Avseende de styrande dokument
och rutiner om dataskydd (som
finns skriftligt), bedémer DSO att
det finns tillrackligt mycket
reglerat och tillrackligt stod?

Avseende de skriftligt styrande
dokument och rutiner som finns,
beddmer DSO att de ar
tillrackligt implementerade och
kénda?

Risk

O

o

Rekommendationer

Beddmningen ar att informationsklassningarna i
tillracklig utstrackning tar hansyn till
personuppgifter men att metoden att
informationsklassa utifran system kan innebara
en risk. Verksamheten har bra rutiner for omradet
och rekommenderas att fortsatta med det
systematiska arbetet.

Styrdokumenten pa omradet anses
andamalsenliga.

Rekommendationen &r att fortsétta det
systematiska arbetet med styrdokument.

Beddmningen &r att verksamheten inte har
tillracklig kunskap inom omradet och
rekommendationen ar att ledningen klargor
vikten av dataskydd.



Konsekvensbeddmning avseende dataskydd

Sammanfattning

Verksamheten har rutiner for att identifiera nar konsekvensbeddmningar behover goras. En ny
mall har inforts som beddms forbéattra kvaliteten pa konsekvensbedomningarna. Tidigare
genomfdrda konsekvensbedomningar ar innehallsméssigt och kvalitetsmassigt inte

tillréckliga.

Bedomning av riskniva och rekommendationer fran dataskyddsombudet

Fraga/kontroll

Finns det andamaélsenliga rutiner ()

for att vid nya/forandrade
personuppgiftsbehandlingar
genomfora troskelanalys?

Genomfors troskelanalyser vid
nya/férandrade
personuppgiftsbehandlingar?

Finns det en &ndamalsenlig mall
samt rutiner for genomfdérande
av konsekvensbeddémning
avseende dataskydd?

Genomfors
konsekvensbeddmning avseende
dataskydd i de fall det krévs?

Har personuppgiftsansvarig
identifierat samtliga
personuppgiftsbehandlingar som
kraver att en
konsekvensbeddémning avseende
dataskydd gors samt genomfort
detta?

Rekommendationer

Andamalsenliga rutiner och styrdokument finns
pa plats.

Rekommendationen &r att fortsétta det
systematiska arbetet med styrdokument.

I och med den nya mallen genomfors
troskelanalyser.

Rekommendationen &r att fortsétta det
systematiska arbetet med styrdokument.

Mall och rutiner finns.

Rekommendationen &r att fortsétta det
systematiska arbetet med styrdokument.

Konsekvensbeddmningar genomfors men
beddmningen och rekommendationen sedan
tidigare &r att de innehallsmassigt inte haller
tillrécklig kvalité. Dock ar bedémningen att
detta kan komma att forbéattras i och med
den nya mallen.

| stor utstrackning ar beddmningen att de
behandlingar som kréver en
konsekvensbeddmning &r identifierade men
rekommendationen &r fortsatt att gora en
troskelanalys géllande
biblioteksverksamheten.



Den registrerades rattigheter

Sammanfattning

Med anledning av att statistik eller stickprovskontroller inte gors ar det svar att géra nagra
sékra uttalanden. Rekommendationen é&r att detta f6ljs upp av antingen verksamheten eller att
dataskyddsombudet gor en granskning av kundtjanst hantering av begaran om radering och

rattelse.

Bedomning av riskniva och rekommendationer fran dataskyddsombudet

Fraga/kontroll Risk

Finns det andamélsenliga mallar ()
samt rutiner for besvarande av
begéaran fran den registrerade?

Hur méanga begaranden (om O
registerutdrag, begrénsning,

radering etc.) har under aret

inkommit fran de registrerade?

Hur manga av de inkomna O
begérandena har besvarats av
verksamheten inom en manad?

Baserat pa ett antal stickprov O
genomforda av

dataskyddsombudet, uppfyller

svaren till de registrerade

lagkraven?

Rekommendationer

Majoriteten av begaran hanteras av kundtjanst
I6pande. Det fors ingen statistik sa fragan kan
inte besvaras.

Majoriteten av begaran hanteras av kundtjanst
I6pande. Det fors ingen statistik sa fragan kan
inte besvaras.

Majoriteten av begaran hanteras av kundtjénst
I6pande. Det fors ingen statistik sa fragan kan
inte besvaras.

Majoriteten av begéran hanteras av kundtjénst
I6pande. Det fors ingen statistik sa fragan kan
inte besvaras.



Personuppgiftsincidenter

Sammanfattning

Anmalda incidenter ar fa men de som anmals hanteras korrekt. Vid granskning av
verksamheten &r uppfattningen att hanteringen av personuppgifter framst sker inom
administrativa delen (fraimst HR och kundtjanst) och att kunskapen kring hantering av
personuppgifter ar varierande hos de som arbetar inom dessa omraden. Det finns anledning att
misstanka ett visst morkertal men utbildning sker kontinuerligt.

Bedomning av riskniva och rekommendationer fran dataskyddsombudet

Fraga/kontroll

Hur sékerstélls det att samtliga
medarbetare har den kunskap
som behdvs for att veta hur
denne ska agera vid en
personuppgiftsincident?

Finns det &ndamalsenliga rutiner
for att hantera handelser som kan
utgtra potentiella
personuppgiftsincidenter? Foljs
dessa?

Hur manga
personuppgiftsincidenter har
dokumenterats under aret?

Hur manga
personuppgiftsincidenter har
anmalts till IMY under aret?

Risk

o

O

Rekommendationer

Utover styrdokument och information pa
intranatet genomfor dataskyddsamordnaren
riktade utbildningar.

Rekommendationen &r att de riktade
utbildningarna bor fortsétta eftersom
beddémningen &r att det finns risk for att inte alla
incidenter anmals med hansyn till det laga
antalet anmélda personuppgiftsincidenter.

Styrdokument och rutiner finns och bedéms
foljas néar dataskyddssamordnare och
informationsséakerhetssamordnare far
information om eventuell incident.

Risken som identifierats &r att verksamheten
pa grund av kunskapsbrist mojligen inte
rapporterar in alla eventuella incidenter och
dérmed foljs inte rutinerna.

Fyra stycken.

Inga anmélda incidenter har ansetts vara av
sa allvarlig att anmalan till IMY har kréavts.



Overforing till tredje land

Detta omrade ar ett nytt obligatoriskt granskningsomrade for ar 2025. DSO har inte
genomfort nagra sarskilda granskningar kring denna fraga och har darfor inte tillrackligt med
underlag for bedomningarna. Rekommendationen ar att denna fraga granskas 2026.

Bedomning av riskniva och rekommendationer fran dataskyddsombudet

Fraga/kontroll Risk

Har personuppgiftsansvarig
identifierat de
tredjelandséverforingar som utfors?

Tillampar personuppgiftsansvarig ()
ett verforingsverktyg pa de
tredjelandséverforingar som utfors?

Har personuppgiftsansvarig gjort en O
nddvindig bedomning, “Transfer

Impact Assessment” (TTA),

avseende tredjelandsoverforingar?

Rekommendationer

Nagon narmare granskning har inte gjorts men
rutiner finns pa plats for att hantera fragan vid
bland annat upphandling.

Rutiner finns for att beddma vad for slags
Overforingsverktyg som kan behdvas men
narmare granskning eller stickprovskontroller
har inte gjorts.

Rutiner finns for att bedéma vad for slags
Overforingsverktyg som kan behdvas men
narmare granskning eller stickprovskontroller
har inte gjorts.



Bilagor

Bilaga 1: Detaljerad redovisning av dataskyddsombudets granskning

Bilaga 2: Andra genomférda granskningar och omvarldsbevakning



Bilaga 1 - Detaljerad redovisning av dataskyddsombudets granskning

Denna bilaga innehaller en beskrivning av syftet med respektive obligatoriskt omrade samt en
mer detaljerad redovisning av dataskyddsombudets granskning och slutsatser. Har framgar
vilka iakttagelser som gjorts och vilken information som samlats in under granskningsarbetet
av de sex obligatoriska rapporteringsomradena. For varje omrade redovisas de underlag som
har anvants, de iakttagelser som har gjorts samt hur dessa har utgjort grunden for
dataskyddsombudets riskbedémning och rekommenderade atgarder.

1. Register dver personuppgiftsbehandlingar
Syftet med omradet

I GDPR framkommer det att personuppgiftsansvariga (och personuppgiftsbitraden) ska fora
ett register Gver sina personuppgiftsbehandlingar. Registret brukar bendmnas
”behandlingsregister” eller “registerforteckning”. Registret ska finnas tillgdngligt i
elektronisk form och ska omfatta samtliga personuppgiftsbehandlingar som
personuppgiftsansvarig utfor. Det ska hallas uppdaterat vilket innebar att det ska uppdateras
vid nya eller férandrade personuppgiftsbehandlingar.

Syftet med detta rapporteringsomrade &r att rapportera om verksamheten har &ndamalsenliga
rutiner som mojliggor att nya/férandrade personuppgiftsbehandlingar registreras, huruvida
personuppgiftsbehandlingar registreras/uppdateras sasom det kravs samt huruvida de
uppgifter som &r obligatoriska har besvarats kopplat till de registrerade
personuppgiftsbehandlingarna.

Kontroller och iakttagelser gjord av dataskyddsombudet
Antal behandlingar som ar registrerade?

Det finns 76 behandlingar registrerade i Draftit, vilket & samma som forra aret. Dock har
vissa justeringar gjorts under aret dér vissa behandlingar har slagits samman och vissa
behandlingar brutits ut.

Har verksamheten andamalsenliga rutiner som méjliggor att nya/férandrade behandlingar
registreras?

Ja. Uppdateringar sker systematiskt en gang per ar samt I6pande vid behov.

Dataskyddssamordnare och informationssakerhetssamordnare haller ihop arbetet och tar
huvudansvaret for att uppdateringar genomfors.

Registreras/uppdateras behandlingar i den omfattning som kravs for att registret ska
innehalla de behandlingar som personuppgiftsansvarig utfor?

Enligt rutin sker uppdatering en gang per ar samt Iépande vid behov. Bedémningen &r att
denna rutin foljs och nédvandiga uppdateringar sker darfor i den omfattning som kravs.



Vid kontroll i Draftit har uppdateringar skett under framst september 2025. DSO noterar i ar
att det finns vissa behandlingar som inte har uppdaterats sedan 2022.

Har de uppgifter som &r obligatoriska enligt artikel 30 besvarats kopplat till de registrerade
behandlingarna?

Ja.
Dataskyddsombudets jamforelse med foregaende ars resultat
Skiljer sig resultatet at fran foregaende ar och hur i sa fall?

Resultatet ar i stor utstrackning densamma som forra aret pa sa vis att KHST arbetar
systematiskt med fragorna och standiga forbéattringar sker (aven om det ar fortsatt
personbundet).

Dataskyddsombudets bedémning samt rekommendationer

Den dvergripande bedomningen ar samma som forra aret. Registerforteckningen bedéms vara
fullstandig pa sa vis att antal behandlingar och arten av behandlingar far ses som adekvata och
relevanta med hénsyn till verksamhetens storlek och inriktning.

Likt de tva senaste arsrapporterna noterar dataskyddsombudet att vissa behandlingar bor
kontrolleras géllande rattsliga grunden avtal som bedéms anvéandas for behandlingar dér den
grunden inte &r tillamplig.*

DSO noterar ocksa att for behandlingen personalarenden har det uppgetts att uppgifter om
brott behandlas. KHST har rutiner for att kontrollera belastningsregister kopplat till personer
som arbetar med barnskadespelare och uppger att rutinen foljer gallande ratt. Den notering
som gors dr att det endast noterat att kontroll mot belastningsregister har gjorts. DSO har inga
kommentarer pa ett sddant forfarande.

DSO har i ar foljt upp fragan om att samtycke anvands som réttslig grund i
anstallningsforhallanden. Dataskyddssamordnaren har uppgett att samtycke anvénds for
publiceringar pa sociala medier och en bedémning och konsekvensbedémning har gjorts att
detta ar den lampliga rattsliga grunden for denna behandling. Om situationen &r sadan for de
anstallda att det star klart att det ar frivilligt, att samtycket gar att aterkalla och de anstélld far
den information de har ratt till anser DSO att detta kan vara en av de undantagssituationer dar
samtycke for anstéllda gar att anvanda.

Som stod for att registrera personuppgiftsbehandlingar finns Vagledning — Inventering av
personuppgifter fran Stockholm stad samt en hanteringsanvisning. Enligt
hanteringsanvisningen &r det enhetscheferna, eller personer utsedda av enhetscheferna, ar
ansvariga for att 1agga in och uppdatera behandlingar som ror deras verksamhet och
dataskyddssamordnare kontrollerar och godkéanner sedan registreringarna.

! Féljande behandlingar ingick i stickprovet: administration av IT-system, avtalsforvaltning, fackliga
forhandlingar/kontakter, personalarenden samt uppréttande av styrelsehandlingar och protokoll etc.



Dataskyddsamordnaren har ocksa kontakt med de ansvariga for behandlingarna och paminner
om att kontrollera att behandlingarna &r aktuella och korrekta. | realiteten ar det emellertid
dataskyddssamordnaren och informationssakerhetssamordnaren som far gora
uppdateringarna.

Bade riktade utbildningar samt e-utbildningar har hallits under aret dar bland annat
information om registerférteckningar finns med.

Bedomningen &r att det finns lampliga rutiner och strukturer pa plats men att utmaningen ar
att se till att de tillampas ute i verksamheten och att verksamheterna tar sitt ansvar att
uppdatera och registrera behandlingar.

Risken som DSO kan notera aven tidigare ar &r att uppratthallandet av registerforteckningen
ar personberoende, vilket som utgangspunkt inte ar lampligt. Aven fast informationsagare har
ett ansvar for sina behandlingar &r det likvél till stor del dataskyddssamordnaren och
informationssakerhetssamrodnaren som uppréatthaller arbetet.

De identifierade bristerna som &r vérd att ndmna &r behandling av uppgifter om brott, de fem
utvalda behandlingar som har avtal som réttslig grund samt de behandlingar som inte har
uppdaterats sedan 2022. Dessa bor ses éver. Det ar dock relativt enkelt och gar snabbt att
atgarda. De Gvriga identifierade bristerna ror framfor allt att forbattra innehallet i redan
inlagda behandlingar. Med hénsyn till att verksamheten har ett fortlopande arbete med
dataskyddsfragor, har en registerforteckning som haller en god kvalitet och att de brister som
identifierats framst handlar om forbattringar ar bedémningen dock att risken ar lag.

Personuppgiftsansvarige bor fortsatta att fokusera pa att 6ka kvaliteten av innehallet i
registerforteckningen. Det ar dven rekommenderat att se till att verksamheten tar sitt ansvar
for att uppdatera och registrera personuppgiftsbehandlingar.

2. Sékerhet i samband med behandlingen
Bakgrund och syfte

Personuppgiftsansvarig ska tillse att personuppgifter skyddas med lampliga sakerhetsatgarder,
detta for att till exempel undvika att obehdriga far tillgang till uppgifterna eller att uppgifterna
forloras.

Personuppgiftsansvarig behover bedéma vilka tekniska- och organisatoriska sakerhetsatgarder
som ska vidtas for de behandlingar som utférs. Till tekniska sékerhetsatgarder raknas till
exempel kryptering, pseudonymisering och sékerhetskopiering. Organisatoriska
sakerhetsatgarder avser till exempel interna riktlinjer och rutiner.

For att skapa forutsattningar for att skydda information (inklusive personuppgifter) med ratt
slags skydd ska verksamheten informationsklassa sin information. Stadens riktlinjer for
informationssakerhet foreskriver att alla stadens informationstillgangar ska vara klassade med
stod av SKR:s verktyg KLASSA. Ansvaret for att informationsklassning genomfors ligger pa
den del av verksamheten som &r informationségare. Genom riskanalyser identifierar
informationségaren risker och véljer atgarder for att minska riskerna. Risker i samband med
personuppgiftsbehandling ar en typ av risk som informationségaren behéver omhénderta i
riskanalyser.



Att det finns skriftliga, beslutade och kommunicerade styrdokument samt k&nda rutiner
medfor att medarbetarna vet hur de ska agera avseende fragor som ror dataskydd. Den
personuppgiftsansvariga maste kunna visa hur GDPR efterlevs och att det finns styrdokument
och rutiner &r en viktig del i detta.

Syftet med detta rapporteringsomrade ar darmed att rapportera huruvida DSO bedomer att det
tas hansyn till risker for den registrerade och om dessa beaktas i tillracklig man i genomférda
informationsklassningar och riskanalyser. Vidare bedomer DSO huruvida det finns tillrackligt
mycket reglerat om dataskydd i styrdokument och rutiner samt om dessa ér tillrackligt
implementerade och kénda.

Kontroller och iakttagelser gjord av dataskyddsombudet

Efter ett antal stickprov pa genomforda informationsklassningar, bedémer DSO att resultatet
i genomforda informationsklassningar i tillracklig utstrackning tar hansyn till olika
kategorier av personuppgifter?

Ja.

Avseende de skriftligt styrande dokument och rutiner som finns, bedémer DSO att det finns
tillrackligt mycket reglerat och tillrackligt stod?

Ja.

Avseende de skriftligt styrande dokument och rutiner som finns, beddémer DSO att de &r
tillrackligt implementerade och kanda?

Nej.

Dataskyddsombudets jamforelse med foregaende ars resultat
Skiljer sig resultatet at fran foregdende ar och hur i sa fall?

Resultatet ar i stor utstrackning densamma som forra aret pa sa vis att KHST arbetar
systematiskt med fragorna och standiga forbéattringar sker (dven om det ar fortsatt
personbundet).

Dataskyddsombudets beddmning samt rekommendationer
Styrdokument

De styrdokument som &r uppréattade beddms uppfylla kraven for att verksamheten ska kunna
jobba systematiskt med dataskydd. Det finns styrdokument med grundldggande information
om personuppgiftsbehandling samt mer riktade styrdokument for sarskilda omraden.



Gallande hantering av kansliga personuppgifter inom HR har DSO fatt information om en
rutin nu finns pa plats.

Uppdateringar har skett av lokal anvisning informationssékerhet, lokal anvisning
personuppgiftsincidenter, integritetspolicyn och PUL-policyn. Uppdateringarna har framfor
allt skett utifran nya kamerabevakningslagen.

Innehallet i styrdokumenten bedéms halla god kvalitet vad géller relevant information och
enkelt sprak. Vidare bedoms arbetet med uppdateringar och 6versyn av styrdokumentationen
som god, vilket innebar att arbetet med kvaliteten av innehallet ar under standig forbattring.

Bristerna som har identifierats i dokumentationen beddms inte vara av allvarliga slag.

Likt forra aret konstaterar DSO att de brister som iakttagits gallande dataskydd inte ligger i
avsaknad av dokumentation, utan snarare i brist pa forstaelse och kunskap ute i verksamheten.
Styrdokument, oavsett relevans eller kvalitet, ar oftast inte till nagon stérre hjalp ute i
verksamheten om kunskapen inom omradet ar 1dg. Andra insatser, sasom utbildning och
muntlig information, kan ha storre relevans for att 6ka medvetenheten och darmed
mojligheten till ett systematiskt dataskyddsarbete. Med det sagt &r styrdokument viktiga
verktyg for bland annat de roller som arbetar mer frekvent med fragorna samt for att kunna
visa regelefterlevnad vid tillsyn. Att arkivarien under aret har utbildat verksamheten kring
styrdokument &r ur denna synpunkt positivt.

Organisatoriska sakerhetsatgarder har under aret forbattrats i och med att arkivarien har gatt
utbildat och gatt igenom anvisningar till verksamheten.

I hanteringsanvisningen sker en hanvisning till registerforteckningen for att ssmmankoppla
hanteringsanvisning gallande information med var det finns personuppgifter. Det sker en
avstamning mellan dataskyddssamordnare och arkivarie sa att hanvisningarna blir korrekta.
Hanteringsanvisningarna ar ocksa kopplade till gallringsanvisningarna.

Informationsklassning

Under 2023 genomfordes ett projekt for att se dver systematiken géllande hur
informationsklassningen sker och verksamheten beslutade att fortsétta enligt nuvarande
systematik. Det innebdr att informationsklassningen &ven fortsatt kommer att ske med
utgangspunkt fran system i stallet for informationsmangd och/eller process. Ingen andring har
skett i detta beslut for 2025.

Informationsklassning har genomforts for samtliga 18 system som anvénds av verksamheten.
Under aret har signeringsverktyg bytts ut och i samband med det uppdaterades den tidigare
informationsklassningen. Swedbank Pay har ocksa klassats, dven om de &r en
underleverantdr, for att ha kontroll éver hela leveranskedjan.

Det finns vissa personuppgiftsbehandlingar som inte sker i ett system, utan som finns i
kartotek. Dessa &r inte informationsklassade men de finns med i registerforteckningen.

Informationsséakerhetssamordnaren har en systemdokumentation dar det framgar vilka
bedomningar som har gjorts géllande behovet av informationsklassning samt pa vilken niva
systemet har klassificerats. | dokumentationen framgar vidare om personuppgifter behandlas i
systemet eller inte.



Bristerna som har noterats ar samma som forra aret, det vill sdga att klassning sker utifran
system i stallet for processer. KHST har dock gjort ett aktivt val att behalla klassningen enligt
nuvarande system och &r medveten om att det kan medfora vissa risker, men dessa bedéms
som sma. Med hansyn till att registerforteckningen far anses vara tamligen komplett och
darmed ge personuppgiftsansvarige en bra dverblick gallande personuppgiftsbehandlingarna
och de system som anvéands tillsammans med att samtliga system ar klassade bedéms risken
inte vara av allvarligt slag.

KHST arbete med informationsklassningar framstar som vl fungerande och
informationssékerhetssamordaren har nddvandig dokumentation éver de system dér
personuppgiftsbehandlingar sker. Aven om vissa brister har identifierats vad géller framfor
allt metoden att klassa system i stallet for informationsméngder framkommer inga brister av
sadant slag att det foranleder DSO att rekommendera nagra omedelbara &ndringar men
daremot &r det viktigt att KHST ar medveten om de risker som tas upp i detta avsnitt.

3. Konsekvensbeddémning avseende dataskydd
Bakgrund och syfte

En konsekvensbeddmning avseende dataskydd kravs ndr personuppgiftsansvarig planerar att
inleda en personuppgiftsbehandling som innebdr hog risk for de registrerade. Huruvida en
behandling innebar hog risk eller inte behdver personuppgiftsansvarig avgora genom att
genomfora en s.k. tréskelanalys.

En konsekvensbeddmning ska vara genomford for samtliga behandlingar som innebar hog
risk, vilket innebér att personuppgiftsansvarig dven behdver kontrollera huruvida denne utfér
befintliga behandlingar som innebé&r hog risk. Om hogriskbehandlingar utfos for vilka en
konsekvensbeddmning inte har gjorts, behGver personuppgiftsansvarig genomféra en sadan.

Genom att genomfdra en konsekvensbeddmning kan personuppgiftsansvarig identifiera risker
med en personuppgiftsbehandling, hantera riskerna genom atgérder och rutiner samt pavisa
ansvarsskyldighet. Genom konsekvensbeddmningar kan risker identifieras och forebyggas.

Syftet med detta rapporteringsomrade ar att rapportera huruvida verksamheten har
andamalsenliga rutiner som majliggor att troskelanalyser och konsekvensbedomningar
genomfors, huruvida sddana genomfors nar det kravs samt huruvida personuppgiftsansvarig
har genomfort konsekvensbedémningar for de behandlingar som kraver det.

Kontroller och iakttagelser gjord av dataskyddsombudet

Finns det andamalsenliga rutiner for att vid nya/férandrade personuppgiftsbehandlingar
genomfora troskelanalys?

Ja, andamalsenliga rutiner och styrdokument finns pa plats.

Rekommendationen dr att fortsétta det systematiska arbetet med styrdokument.

Genomfors troskelanalyser vid nya/férandrade personuppgiftsbehandlingar?



I och med den nya mallen genomfors tréskelanalyser.

Rekommendationen &r att fortsétta det systematiska arbetet med styrdokument.

Finns det en &ndamalsenlig mall samt rutiner for genomférande av konsekvensbeddmning
avseende dataskydd?

Mall och rutiner finns.

Rekommendationen &r att fortsatta det systematiska arbetet med styrdokument.

Genomfors konsekvensbeddmning avseende dataskydd i de fall det krévs?

Konsekvensbeddémningar genomférs men beddmningen och rekommendationen sedan
tidigare ar att de innehallsmassigt inte haller tillracklig kvalité. Dock &r bedémningen att detta
kan komma att forbéattras i och med den nya mallen.

Har personuppgiftsansvarig identifierat samtliga personuppgiftsbehandlingar som kraver att
en konsekvensbeddmning avseende dataskydd gors samt genomfért detta?

I stor utstrackning &r bedémningen att de behandlingar som kraver en konsekvensbeddémning
ar identifierade men rekommendationen &r fortsatt att gora en troskelanalys géallande
biblioteksverksamheten.

Dataskyddsombudets jamforelse med foregaende ars resultat

Resultatet ar i stor utstrackning densamma som forra aret pa sa vis att KHST arbetar
systematiskt med fragorna och standiga forbattringar sker (dven om det &r fortsatt
personbundet).

Dataskyddsombudets bedémning samt rekommendationer

Av vad DSO kan beddma sa ar de behandlingar som kraver en konsekvensbedémning
identifierade. Konsekvensbedémningarna gas igenom i samband med den arliga revisionen av
registerforteckningen och pa sa vis sakerstalls att de &r aktuella. Under forra aret har
kamerabevakningen utokats pa sa vis att kamerabevakning av offentliga utrymmen sker.
Konsekvensbeddmning for detta har skett under 2025.

DSO anser dock att kvaliteten pa konsekvensbedémningarna som DSO tagit del av inte haller
en tillrackligt hog kvalitet i alla delar. Konsekvensbedémningarna skulle darfér behtva ses
Over for att sékerstélla tillracklig kvalitet &ven om en forbattring skett i och med att de lades
in i Draftit.



DSO har under arbetet med arsrapporten fran 2023 lyft fragan gallande behovet av
konsekvensbeddmning inom biblioteksverksamheten. Dataskyddssamordnaren uppgav da att
verksamheten inte har tagit stallning till om det behévs nagon sadan. Av den information som
DSO fatt vid upprattande av 2025 ars rapport sa har Stockholm stad gjort bedémningen att
nagon konsekvensbeddmning av bibliotekssystemet inte ar nédvandigt. DSO konstaterade att
i granskningen av bibliotekssystemet som skedde under 2025 sa framkom det av
informationsklassningen av systemet att stora méngder personuppgifter behandlas och att det
behandlas kénsliga personuppgifter. Personuppgifterna delas mellan alla bibliotek och det
finns integrationer mot manga andra system. Det finns med andra ord manga omstandigheter
som talar for att en konsekvensbeddémning behover goras.

DSO bedémer det som positivt att verksamheten véljer att ta fram nya
konsekvensbedémningar som &r mer omfattande och anser att kvaliteten pa innehallet i
konsekvensbeddmningarna kommer att 6ka i samband med detta.

DSO rekommenderar att verksamheten gor en riskbedémning géllande
biblioteksverksamheten for att bedéma om en konsekvensbeddémning behdver genomforas.
Detta med hansyn till att det mest troligt férekommer en stor méngd personuppgifter inom
biblioteksverksamheten, déribland barns personuppgifter.

4. Den registrerades rattigheter
Bakgrund och syfte

Den registrerade har ett antal rattigheter enligt GDPR. Den registrerade kan bland annat
begara tillgang (registerutdrag), rattelse eller radering. Den som ar personuppgiftsansvarig har
att tillmotesga en begéaran enligt de krav som finns.

Syftet med detta rapporteringsomrade &r att kontrollera huruvida det finns andamalsenliga
mallar samt rutiner for besvarande av réattighetsbegéaran, huruvida inkomna begéranden har
hanterats inom den tidsram som finns att forhalla sig till samt huruvida svaren till de
registrerade, baserat pd ett antal stickprov, uppfyller lagkraven.

Kontroller och iakttagelser gjord av dataskyddsombudet

Finns det &ndamalsenliga mallar samt rutiner for besvarande av begaran fran den
registrerade?

Majoriteten av begaran hanteras av kundtjanst I6pande. Det fors ingen statistik sa fragan kan inte
besvaras.

Hur manga begéranden (om registerutdrag, begransning, radering etc.) har under aret
inkommit fran de registrerade?

Majoriteten av begaran hanteras av kundtjanst I6pande. Det fors ingen statistik sa fragan kan inte
besvaras.



Hur manga av de inkomna begérandena har besvarats av verksamheten inom en manad?

Majoriteten av begéran hanteras av kundtjanst I6pande. Det fors ingen statistik sa fragan kan inte
besvaras.

Baserat pa ett antal stickprov genomférda av dataskyddsombudet, uppfyller svaren till de
registrerade lagkraven?

Majoriteten av begéran hanteras av kundtjanst I6pande. Det fors ingen statistik sa fragan kan inte
besvaras.

Dataskyddsombudets jamforelse med foregaende ars resultat
Skiljer sig resultatet at fran féregaende ar och hur i sa fall?

Resultatet &r i stor utstrackning densamma som forra aret.

Dataskyddsombudets bedémning samt rekommendationer
Under 2025 har det kommit inte kommit nagra begdran om registerutdrag.

Vad géller begaran om rattelse och radering ar det nagot som kommer in lpande till
kundtjanst och &r framst kopplat till biljettsystemet och biblioteket. Det fors ingen separat
statistik 6ver begaran kopplade till dataskyddsforordningen, utan alla fragor och begaran av
alla slag hanteras av kundtjanst i den dagliga verksamheten.

Bedomningen fran dataskyddssamordnaren ar att samtliga lopande begéran till kundtjanst
hanteras inom rétt tid och att hanteringen foljer den rutin som framgar av integritetspolicyn.

Vad galler registerutdrag hanteras de av dataskyddssamordnaren. Registerutdragen hanteras
manuellt och val inom tidsfristen tidigare ar.

Med hénsyn till att det inte finns ndgon statistik eller annat underlag dver hur manga begaran
rorande registrerades rattigheter som kommer in utdver begaran om registerutdrag gar det inte
att beddma hur dessa begéran hanteras utover registerutdrag.

Vad géller registerutdrag kan konstateras att de hanteras manuellt, vilket kan utgora en risk.
Med hénsyn till att det for nuvarande &r en valdigt 1ag forfragan om att fa ut registerutdrag
beddms risken inte som Gverhangande.

Aven i & rekommenderar DSO att verksamheten gor stickprovskontroller géllande begéran
fran registrerade for att fa en uppfattning om omfattningen av begaran enligt
dataskyddsforordningen och om nagon utbildning eller rutiner kravs for kundtjanst utifran
resultatet av kontrollen. Vid den granskning som DSO gjorde forra aret av kundtjanst
framgick att det fanns en osékerhet bland medarbetarna om bestdmmelser om sekretess och
dataskydd, vilket bor foljas upp.



5. Personuppgiftsincidenter
Bakgrund och syfte

Med begreppet personuppgiftsincident avses en sékerhetsincident som leder till oavsiktlig
eller olaglig forstoring, forlust eller andring eller till obehdrigt réjande av eller obehdrig
atkomst till de personuppgifter som éverforts, lagrats eller pa annat sétt behandlats.

Om en intréffad personuppgiftsincident medfor en risk for fysiska personers réttigheter och
friheter ska den anmalas till Integritetsskyddsmyndigheten (IMY) inom 72 timmar fran
upptackt. Om personuppgiftsincidenten sannolikt leder till hog risk for de registrerade maste
de informeras utan onddigt drojsmal.

Om en personuppgiftsincident inte beddms vara anmalningspliktig ska den dokumenteras.

Syftet med detta rapporteringsomrade &r att kontrollera huruvida det sakerstalls att samtliga
medarbetare har den kunskap som krévs om personuppgiftsincidenter, huruvida det finns
andamalsenliga rutiner for att hantera handelser som kan utgdra personuppgiftsincidenter och
huruvida dessa rutiner foljs.

Kontroller och iakttagelser gjord av dataskyddsombudet

Hur sékerstalls det att samtliga medarbetare har den kunskap som behdvs for att veta hur
denne ska agera vid en personuppgiftsincident?

Utdver styrdokument och information pa intranatet genomfor dataskyddsamordnaren riktade
utbildningar.

Rekommendationen ér att de riktade utbildningarna bor fortsétta eftersom bedémningen ar att
det finns risk for att inte alla incidenter anmals med hansyn till det laga antalet anmélda
personuppgiftsincidenter.

Finns det &ndamalsenliga rutiner for att hantera handelser som kan utgora potentiella
personuppgiftsincidenter? Foljs dessa?

Styrdokument och rutiner finns och bedéms féljas nar dataskyddssamordnare och
informationssakerhetssamordnare far information om eventuell incident.

Risken som identifierats ar att verksamheten pa grund av kunskapsbrist méjligen inte
rapporterar in alla eventuella incidenter och darmed foljs inte rutinerna.

Hur manga personuppgiftsincidenter har dokumenterats under aret?
Fyra stycken.
Hur manga personuppgiftsincidenter har anmalts till IMY under aret?

Ingen av de inrapporterade incidenterna har ansetts vara sa allvarliga att de behdver anmélas
till IMY.



Dataskyddsombudets jamforelse med foregaende ars resultat
Skiljer sig resultatet at fran foregaende ar och hur i sa fall?

Resultatet ar i stor utstrackning densamma som forra aret pa sa vis att KHST arbetar
systematiskt med fragorna och standiga forbattringar sker (dven om det ar fortsatt
personbundet).

Dataskyddsombudets bedémning samt rekommendationer

Med hansyn till det valdigt Iaga antalet internt anméalda incidenter finns det inte tillrackligt
med underlag for att dra nagra sékra slutsatser.

Det som kan konstateras &r att antalet internt anmalda personuppgiftsincidenter ar fortsatt lag,
vilket i sig kan indikera att kunskapen i verksamheten kring vad som &r en
personuppgiftsincident ar bristfallig och darmed anmals inte sadant som borde anmaélas. Det
far darfor antas att det finns ett morkertal gallande intraffade personuppgiftsincidenter. Det
bor understrykas att ca 100 sakerhetsincidenter rapporteras in varje ar och att de i stor
utstrackning ror arbetsmiljo eller borttappade elektronik.

Dataskyddssamordnaren och informationssakerhetssamordnaren &r av uppfattningen att det
mest troligt finns personuppgiftsincidenter som inte rapporteras in men att dessa mest troligt
inte dr av nagon allvarligare slag. Det ror sig framfor allt felskickade mejl men dar
verksamheten har slutat att anméla dessa eftersom uppfattningen &r att dessa dnda sa inte
beddms vara av allvarligt slag som leder till rapportering till IMY. Dessa felskick ror framfor
allt interna felskick till personer med samma eller liknande namn.

Det som talar fOr att incidenterna inte ar av allvarligare slag ar att en stor del av
karnverksamheten inte hanterar personuppgifter i nagon storre omfattning. For den
administrativa personalen, dar det far antas att risken for personuppgiftsincidenter ar som
storst, haller dataskyddssamordnaren riktade utbildningar med jamna intervall. Det finns
dessutom riktlinjer och rutiner gallande hur en personuppgiftsincident ska hanteras.

DSO:s uppfattning ar densamma som forra aret, det vill sdga att personuppgifterna hanteras
pa ett acceptabelt satt aven om det finns viss kunskapsbrist bland personalen vad en
personuppgiftsincident ar. Overlag &r dock uppfattningen att personuppgifter hanteras i de
system de ar avsedda att behandlas i och att nagra storre risker inte identifierades. Det finns
dock anledning att gora stickprovskontroller inom de omraden dér risken for
personuppgiftsincidenter ar hogst, sasom HR och kundtjénst.

Rekommendationen ar sarskilda insatser satts in for att komma till ratta men den laga
frekvensen av inrapporterade personuppgiftsincidenter. Ett rad &r att gora stickprovskontroller
inom omraden dar det hanteras stérre mangd personuppgifter for att kontrollera eventuella
incidenter.



6. Overforing till tredje land
Bakgrund och syfte

For att sakerstalla att den niva av skydd for personuppgifter som stélls i GDPR inte
undergravs far 6verforingar av personuppgifter till Iander utanfér EU/EES (tredje land) endast
ske under sarskilda forutsattningar. Det innebar att sddan 6verforing maste stodjas pa antingen
ett beslut fran EU-kommissionen om att landet ifraga uppratthaller en adekvat skyddsniva, att
overforingen omfattas av en lamplig skyddsatgard eller i sarskilda undantagsfall. Vidare
behover dven kompletterade skyddsatgarder, utdver de lampliga skyddsatgarderna, vidtas i
vissa fall.?

Syftet med detta rapporteringsomrade ar att rapportera huruvida personuppgiftsansvarig har
identifierat de tredjelandsdverforingar som utférs, huruvida personuppgiftsansvarig tillampar
overforingsverktyg pa de tredjelandsoverforingar som utfors och om nédvéandiga
beddmningar har gjorts avseende tredjelandséverféringarna.

Kontroller och iakttagelser gjord av dataskyddsombudet

Har personuppgiftsansvarig identifierat de tredjelandséverforingar som utfors?

Nagra kontroller har inte genomforts av DSO kring detta infor 2025 och fragan kan darfor
inte besvaras med sékerhet. DSO har endast gjort en forfragan och fatt information om att det
finns rutiner pa plats vid upphandling och inkop av system for att identifiera
personuppgiftsbehandlingar och eventuella dverforingar.

Tillampar personuppgiftsansvarig ett 6verforingsverktyg pa de tredjelandséverforingar som
utfors?

Det finns rutiner for att bedoma vad for slags overforingsverktyg som kravs vid 6verforing.

Har nodvindig bedomning, "Transfer Impact Assessment” (TIA), gjorts avseende
tredjelandsoverforingarna?

I de fall det har bedémts att en TIA kravs har detta genomforts enligt information fran
informationssakerhetssamordnaren.

Dataskyddsombudets jamforelse med féregaende ars resultat

Skiljer sig resultatet at fran foregaende ar och hur i sa fall?

2 Europeiska dataskyddsstyrelsens (EDPB) Rekommendationer 01/2020 om &tgarder som komplement till 6verforingsverktyg for att
sikerstalla overenstammelsen med EU-nivan for skydd av personuppgifter, Version 2.0, Antagna den 18 juni 2021.



Detta granskningsomrade ar nytt for ar 2025 och det finns darfor inga resultat att jamféra med
fran tidigare ar.

Dataskyddsombudets bedémning samt rekommendationer

Tredjelandsoverforingar har inte granskats sérskilt och rekommendationen &r att detta omrade
granskas under 2026.



Bilaga 2 — Andra genomférda granskningar och omvarldsbevakning

Andra granskningar som dataskyddsombudet har genomfort under aret
Genomforda granskningar:

e Granskning av bibliotekssystemet
e Granskning av e-Dok

Granskning 1 Bibliotekssystemet

Slutsatsen fran granskningen var att KHST bor utreda fragorna kring personuppgiftsansvar for
att klargéra om det foreligger gemensamt personuppgiftsansvar eller nagon bitradessituation
mellan KHST och kulturforvaltningen. Med hansyn till den stora mangd personuppgifter som
hanteras ar det viktigt att fragor kring registrerades rattigheter och incidenthantering ar
utredda och att det finns tydliga rutiner for att hanteras dem. | denna del vill DSO aven
framfora att bibliotekssystemet kommer att ha manga olika integrationer och KHST bor
sakerstélla om dessa integrationer innebdr att lantagarnas personuppgifter kommer att delas
mellan flera olika leverantéren. Framfor allt galler detta integrationen mot ekonomisystemet
dar det bor utredas om det sker realtidssynkronisering eller om uppgifter hdmtas vid behov.
Det ar aven viktigt att fragan om leverantéren av bibliotekssystemets status gentemot KHST
utreds sa att fragan om aganderatt till data med mera ar sakerstélld. Slutligen anser DSO att
KHST tillsammans med kulturforvaltningen bor kontrollera fragan kring hanteringen av
kansliga personuppgifter med héansyn till att informationsklassningen och utkastet till
personuppgiftsbitradesavtal sager olika saker for att sakerstélla att sakerhetsatgarderna som
infors ar pa lamplig niva.

KHST har tagit upp fragan med Stockholm stad efter DSO:s granskning men inga atgérder
har vidtagits fran staden.

Granskning 2 e-Dok

Slutsatsen fran granskningen var att eDok &r ett gemensamt system som samtliga
forvaltningar och bolag inom Stockholms stad anvander. Systemet har en central forvaltning
men varje enhet inom staden ansvarar for sin egen diarieforing och anvander systemet pa
olika sétt.

DSO anser att KHST bor utreda fragorna kring personuppgiftsansvar for att klargora ansvaret
mellan KHST och kommunstyrelsen. Med hédnsyn till att varje anvandarorganisation har
mojlighet att uppratta instruktioner utgar DSO fran att en beddmning har gjorts att det &r
kommunstyrelsen ar personuppgiftsbitrade at dvriga namnder och bolag. Av den information
DSO fatt finns ingen instruktion mellan KHST och kommunstyrelsen, vilket borde finnas pa
plats enligt DSO:s bedémning.



Beroende pa vad som har utretts sedan tidigare bor dven fragan om det foreligger ett
personbitradesforhallande mellan varje enskild anvandarorganisation och TietoEvry i nagon
utstrackning ocksa klarlaggas.

Efter DSO:s granskning har KHST tagit upp fragan med Stockholm stad och initierat ett
arbete med att skriva instruktioner. KHST har aven papekat vissa brister géllande
ansvarsfordelningen.

Dataskyddsombudets rekommendationer

Rekommendation fran DSO gallande bibliotekssystemet var

1. Utred personuppgiftsansvaret inom det gemensamma bibliotekssystemet

2. Beroende pa vad forsta punkten visar 6vervag nodvandigheten av en
dverenskommelse kring gemensamt personuppgiftsansvar och/eller
personuppgiftsbitradesavtal

Rekommendationen fran DSO géllande e-Dok var

1. Utred personuppgiftsansvaret

2. Beroende pa vad forsta punkten visar 6vervag nédvandigheten av en
dverenskommelse kring gemensamt personuppgiftsansvar och/eller
personuppgiftsbitradesavtal/reglemente/instruktioner

Ovrigt att rapportera

Utifran arets granskningar, men dven med hansyn till forra arets granskningar, & DSO:s
rekommendation att det fortsatta arbetet fokuserar pa de omraden dar risken for de
registrerades rattigheter ar som storst. Det innebar att arbetet bor fokusera pa
personuppgiftsincidenter, konsekvensbedémningar och behandlingen av kansliga och
integritetskénsliga personuppgifter.



DSO kan konstatera att det finns en vilja och fokus pa dataskyddsarbetet hos KHST och att
omradet har prioritet och utvecklas och forbattras, bland annat utifran de rad och
rekommendationer som lamnas av DSO. Detta ar mycket positivt. Kunskapen och
kompetensen hos nyckelpersonerna ér god och dessa nyckelpersoners insatser ar ocksa det
som till stor del driver arbetet framat. Andra sidan av detta mynt ar att personberoendet &r
stort, vilket i sig ar en risk.

KHST bor faststalla en dataskyddsorganisation med tydligt utpekade ansvarsroller dven for
personer i verksamheten. Det rekommenderas att en eller flera personer inom de
verksamhetsomraden dar det behandlas personuppgifter i stor omfattning och /eller kansliga
personuppgifter hanteras far en utpekad roll med ansvar for dataskyddsfragor



